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3GPP TSG-T2 MExE Meeting

Draft Agenda

1 Opening of the meeting

2 Approval of the draft agenda

	Tdoc
	Subject
	SOURCE

	T2-010660
	Draft SWG1 MExE agenda
	Chairman


3 Introductions

4 Call for IPR

5 Registration of input documents

Meeting documents may be found at http://www.3gpp.org/ftp/tsg_t/WG2_Capability/TSGT2_14/Docs/ 

	Tdoc
	Subject
	SOURCE

	T2-010587
	Impact of T2 work on implementation
	BT

	T2-010605
	revised WID MExE Security Analysis
	SA 

	T2-010646
	LS to T3 on PKCS#15
	Vodafone

	T2-010647
	CR 31.102 MExE certificate storage on the USIM
	Vodafone

	T2-010651
	The continued work with applications and a security framework
	Ericsson

	T2-010660
	Draft SWG1 MExE agenda
	Chairman

	T2-010661
	Report of SWG1 MExE at T2#14
	BT

	T2-010662
	Report of MExE Athens meeting (T2-MExE-010049)
	BT

	T2-010663
	Opening plenary presentation of the MExE Athens Meeting
	Chairman

	T2-010664
	MExE e-mail process report
	TTPCom

	T2-010665
	LS on MExE Security Analysis Activity WID  (T2-MExE-010083)
	Nokia

	T2-010666
	CR 23.057: Status of applications when valid RPK not available (T2-MExE-010081)
	Intel

	T2-010667
	CR 23.057: Clarification of root public keys (T2-MExE-010082)
	Motorola

	T2-010668
	CR 23.057: Certificate fingerprints for CCM CRL (T2-MExE-010051)
	Telstra, Motorola

	T2-010669
	CR 23.057: Update to the states in the diagram D4 (T2-MExE-010084)
	Vodafone

	T2-010670
	CR 23.057: CLI classmark 4 – non-security
	Microsoft

	T2-010671
	CR 23.057: CLI classmark 4 – security
	Microsoft

	T2-010672
	Clarifying Description of CCM Format
	Intel

	T2-010673
	Clarification on state of certificates
	Ericsson

	T2-010674
	A specified certificate format for MExE
	Vodafone

	T2-010675
	Trust Hierarchy and Administrator RPK
	Intel

	T2-010676
	Implementations with Non-persistent Caching of RPKs
	Intel

	T2-010677
	Requiring a Certificate for Root Public Keys
	Intel

	T2-010678
	Report of MExE Athens meeting (T2-MExE-010085)
	BT

	T2-010679
	ARPK and CCM
	Vodafone

	T2-010680
	
	

	T2-010681
	
	

	T2-010682
	
	

	T2-010683
	
	

	T2-010684
	
	

	T2-010685
	
	

	T2-010686
	
	

	T2-010687
	
	

	T2-010688
	
	

	T2-010689
	
	

	T2-010690
	
	

	T2-010691
	
	

	T2-010692
	
	

	T2-010693
	
	

	T2-010694
	
	

	T2-010695
	
	

	T2-010696
	
	

	T2-010697
	
	

	T2-010698
	
	

	T2-010699
	
	


6 Results of the previous meeting

6.1 Meeting report

	Tdoc
	Subject
	SOURCE

	T2-010662
	Report of MExE Athens meeting (T2-MExE-010049)
	BT

	T2-010663
	Opening plenary presentation of the MExE Athens Meeting
	Chairman

	T2-010678
	Report of MExE Athens meeting (T2-MExE-010085)
	BT


6.2 E-mail activity

	Tdoc
	Subject
	SOURCE

	T2-010664
	MExE e-mail process report
	TTPCom


6.3 Liaison statements

	Tdoc
	Subject
	SOURCE

	T2-010646
	LS to T3 on PKCS#15
	Vodafone

	T2-010665
	LS on MExE Security Analysis Activity WID  (T2-MExE-010083)
	Nokia


6.4 CRs

	Tdoc
	Subject
	SOURCE

	T2-010666
	CR 23.057: Status of applications when valid RPK not available (T2-MExE-010081)
	Intel

	T2-010667
	CR 23.057: Clarification of root public keys (T2-MExE-010082)
	Motorola

	T2-010669
	CR 23.057: Update to the states in the diagram D4 (T2-MExE-010084)
	Vodafone


6.5 Action Items and other issues

6.5.1 Action Items

6.5.2 Other Issues

6.6 Others

7 Incoming LS

	Tdoc
	Subject
	SOURCE


8 MExE Security Analysis Activity (Tuesday 4th September, 2001)
	Tdoc
	Subject
	SOURCE


9 MExE 23.057 contributions and change requests

9.1 Security

9.1.1 CCM

	Tdoc
	Subject
	SOURCE

	T2-010668
	CR 23.057: Certificate fingerprints for CCM CRL (T2-MExE-010051)
	Telstra, Motorola

	T2-010672
	Clarifying Description of CCM Format
	Intel


9.1.2 Root Public Keys

	Tdoc
	Subject
	SOURCE

	T2-010674
	A specified certificate format for MExE
	Vodafone

	T2-010675
	Trust Hierarchy and Administrator RPK
	Intel

	T2-010676
	Implementations with Non-persistent Caching of RPKs
	Intel

	T2-010677
	Requiring a Certificate for Root Public Keys
	Intel

	T2-010679
	ARPK and CCM
	Vodafone


9.1.3 CLI

	Tdoc
	Subject
	SOURCE

	T2-010670
	CR 23.057: CLI classmark 4 – non-security
	Microsoft

	T2-010671
	CR 23.057: CLI classmark 4 – security
	Microsoft


9.1.4 Others

	Tdoc
	Subject
	SOURCE

	T2-010673
	Clarification on state of certificates
	Ericsson

	T2-010647
	CR 31.102 MExE certificate storage on the USIM
	Vodafone


9.2 Non security

9.2.1 CLI

	Tdoc
	Subject
	SOURCE


9.2.2 MExE server support in the network

9.2.3 Others

	Tdoc
	Subject
	SOURCE

	T2-010605
	revised WID MExE Security Analysis
	SA 


10 Presentations

11 Review of agreed output documents and action items

11.1 Output documents

	Tdoc
	Subject
	SOURCE

	T2-010661
	Report of SWG1 MExE at T2#14
	BT


11.2 Action items

12 Any other business

	Tdoc
	Subject
	SOURCE

	T2-010587
	Impact of T2 work on implementation
	BT

	T2-010651
	The continued work with applications and a security framework
	Ericsson


13 Future meetings

	Meeting
	Date
	Location
	Host

	MExE
	23-25 October 2001
	Host possible, otherwise ETSI

	T2#15
	26-30 Nov 2001
	Cancun, Mexico
	American friends of 3GPP


Surf to the 3GPP on-line meeting calendar (http://www.3gpp.org) for latest meeting and registration details.

14 Thanking the hosts

15 Close of meeting

